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NIS2 = new European Cybersecurity

Directive

Extends beyond just essential and

critical sectors

An opportunity to make your company

safer and more reliable

Experiences of the Van Haren Group

How are we achieving NIS2 compliance?

What can your organization do right

now?

“NIS2 is not a

threat, but an

opportunity!”

QUOTE



Focus on Supply Chain
Responsibility
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WHAT IS NIS2?

Also applies to
SME’s and your
supply chain

OCTOBER 2025

The new legal framework for

cybersecurity

Supply chain responsibility is a core

concept

Non-compliance may result in damage

Builds trust and ensures protection

European directive for
digital security
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SUPPLY CHAIN RESPONSIBILITY

Why is supply chain

responsibility so important in the

NIS2 directive?       You are not

only responsible for your own

cybersecurity, but also for the

resilience of your supply chain

which can have unintended

consequences...

Major clients demand

NIS2 compliance

No compliance means no

business due to lack of

trust

Non-compliance may

result in company damage

Business operations

may be at risk



GAP-
ASSESSMENT

Part of “The NIS2 Navigator’s

Handbook”

Comes with an

automated Excel tool

Completing the GAP

Assessment helps

analyze your

company’s current NIS2

status
Instantly reveals

areas for

improvement

Practical, concrete,

and includes step-

by-step guidance
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What does the GAP-

Assessment entail and

what use is it to you?



Implement
security measures

ACHIEVING NIS2 COMPLIANCE?
SIX KEY REQUIREMENTS

Establish, share and
implement the right
procedures

Governance &
Responsibilities 

Continuously monitor,
evaluate &  improve

Perform risk
assessments and
plan follow-up steps 

Develop incident
response plans in line
with NIS2 standards
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VAN HAREN GROUP & NIS2

GAP-Assessment

completed

Supply chain links in

essential/critical sectors

Risk of consequences

Developed a strategy

to comply with the

directive

Outcome: 42% compliant =

At risk

Purchased the NIS2

Navigator’s Handbook

with GAP-Assessment
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No incident response

plans that meet NIS2

requirements

Lack of

awareness about

supply chain risks

Security and cyber

hygiene not aligned

with NIS2

Policies

undocumented

More vulnerable than

initially expected

WHAT DID WE
DISCOVER?
We realized there was

more work than we

initially thought.



IMPROVEMENT
TRAJECTORY

GOAL: 100% compliant by

October 2025
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Implement

security

measures

Establish

governance

structure

Test incident

response plans

Evaluate supply

chain partners

Improvement Cycle

To prevent .....

Our company being hacked by a

possible cyber attack

Our personal data being leaked

Our internal company data being

made public

Losing the ability to perform our

work

Losing the core of our business what

we’ve worked hard for since 2001

The leak of others personal data



WHAT CAN YOUR
ORGANIZATION DO NOW?

Don’t get caught -
Start your NIS2
journey today!

Purchase the
GAP-Assessment!:
https://www.vanharen.st
ore/standards/it-
management/nis2/the-
nis2-navigator-s-
handbook

Avoid reputational
damage and don’t get
attacked by your own

supply chain

Build trust in the
supply chain by

complying with NIS2!
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Get compliant by

using the internal

knowledge to identify,

unnderstand and

mitigate the risks of

NIS2

Become aware

by completing a

NIS2 eLearning or

course

Expert guidance

tailored to your

organization will

make you

compliant

Internal
knowledge

eLearning or
courses

Consultancy
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HOW TO ENSURE THAT YOU
COMPLY WITH THE NIS2?



+3173-7370224

solutions@vanharen.net

www.vanharen.net

THANK
YOU

QUESTIONS OR NEED ASSISTANCE?
WE’RE HERE TO HELP!


